
Adrián Puente Zubiaur

Personal Information

Skype: adrianpuente

Email: apuente AT hackarandas DOT com

Security Blog: www.hackarandas.com

Education

2010 Course: Computer Forensic Investigations and Incident Response. The SANS Institute

Present Thesis: Red Segura para Operación Cŕıtica Empresarial/Secure Network for Critical
Enterprise Operations.

2000 – 2008 University: Computer Engineering. Instituto Tecnológico Autónomo de México (I.T.A.M.).

Feb 2006 Course: Hacking and Evaluation of Web Applications. WebSec, Security Professionals
Congress 2006.

Feb 2006 Course: Attack and Defense of Web servers in Unix. WebSec, Security Professionals
Congress 2006.

2004 Diploma: IT Security. I.T.A.M.

Work Experience

Jul 2009 – Present Sm4rt Security Services Leader Security Engineer. Leadering White and Black Box
pentests. In charge of specialized security projects. Staff of the Incident Response and
Forensic Team.

2006 – Present I.T.A.M. IT Security Diploma’s Instructor

Nov 2006 –Jul 2009 Sm4rt Security Services Security Engineer. Especialized in Penetration Testings.
Expert in Unix/Linux Systems. Sm4rt’s IT Infrastructure Manager.

Ago 2003 – Nov 2006 System Administrator I.T.A.M. Manager of the engineering academic division’s
Windows Domain, laboratories and Linux systems.

Jun 2002 – Ago 2003 System Administrator Assistant. I.T.A.M. Management of the Engineer Win-
dows Domain, Linux systems and laboratories for the engineering students.

Feb 2001 – Ago 2003 IT Manager Turn Key S.A. de C.V. In charge of the Informatics Area. Management
of Windows NT, Novell and Linux servers. NOC operator. Presenter at Turn Key exhibit
at ExpoComm 2002.

Jun 2000– Jul 2000 Informatics Area Assistant TV Azteca. Staff in the installation of the Linux servers
for the Instituto Federal Electoral in the July 2 presidential elections.

file:www.hackarandas.com


Summary

With ten years experience in IT on Windows and Linux infraestructure administration,
which four of those dedicated on IT security activities.

The last five years I have been involved in security projects as:

• IT hardening and managing.

• White and black box penetration testing (ethical hacking).

• IT security systems design and implementation.

• Informatics forensics.

• Fraud and industrial spionage investigation.

• Making recommendations to reduce IT risk on costumers infraestructure.

• Wireless infraestructure security assessment.

I founded the Hackarandas security blog as a way to share knowledge and experience
gathered during my work as a security profesional. I have developed my own tools and
scripts to fullfil the projects’ needs I am working on.

Specialties and Skills

• Metasploit

• Programming languages: C/C++, Bash, Perl, Python, VBS, Java, PHP, HTML,
LATEX

• Nmap scripting

• Social Engineering

Languages

Spanish: Native.

English: I.T.A.M. English Clasification Exam.

French: Comprehension.

Interests and Aptitudes

• Designing and implementing of perimetral security devices and safeguard of infor-
mation (firewall, PKI and VPN). Everything related with Informatics Security and
secure transmission of information.

• Informatics forensics and development of security politics for disaster recovery and
business continuity.

• Leadership skills: iniciative, team worker, focused on the goal. Able to work under
pressure alone or in team. Perfectionist and fast learner, always looking for the best
way to achieve a goal.
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